
Did you know that?
75 % of all attacks in 2022 used vulnerabilities that were at least two years old
In 2021, the average time to patch critical vulnerabilities was more than 2 months
More than 84 % of all companies have serious vulnerabilities in external perimeter they are not aware of
76 % of all applications have at least one vulnerability
11 % of all vulnerabilities are critical, and 78 % are medium to high severity
Just in Q1 2022, more than 8 000 vulnerabilities were discovered
In general, every day without vulnerability management means 50 more unaddressed vulnerabilities

VULNERABILITY
MANAGEMENT
VM Light

15 experts —
biggest team in EU

145 000+
Cloud Agents

10 000 000+
vulnerabilities

detected monthly

300 000+
endpoints

1 760+
web applications

What you get?
Intuitive Power BI Dashboard of all vulnerabilities in your
organization
Zero initial investment (you don‘t buy anything, just use it)
Insight into the state of your environment with just one click
Regularly updated overview (weekly, monthly, quarterly)
You focus only on addressing weakness, not finding them
Dynamic, modern, and multi-platform dashboard built
on the Microsoft Power BI platform

The best of ICT with a human touch

Vulnerability management is the most powerful preventive tool 
for minimizing the likelihood of a successful attack on your organiza-

You cannot defend against threats you are not aware of!
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Vulnerability Management
VM LIGHT

Initial scanning environment configuration
Management of scanning solution
Management of Power BI dashboard
Ad-hoc scanning on demand

Service includes
Regular environment scanning
VM scanner and Power BI licenses
1 hour/month with VM specialist
8x5 support time: Email

VM Light SERVICE

Price  [monthly]

High-level overview

Current vulnerabilities and 
affected devices
The most critical vulnerabilities, 
the most common vulnerabilities, 
and the most affected assets
Filters for assets location, asset 
owner, and asset types
Identification of vulnerabilities
without patch available

Advanced search

Filtering and advanced search 
for device type, vulnerability 
severity, or availability of patch
Vulnerability details, including 
the impact evaluation
Overview of solutions available
References for additional
information and recommendations

* The price depends on the number of scans performed per month


